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($ In Millions )
FY 2009 Estimate $254.630M

FY 2008 Estimate $286.889M
FY 2007 Estimate $197.848M
FY 2006 Estimate $201.332M

Purpose and Scope of Work:

The Defense Information Systems Agency (DISA) is the Combat Support Agency responsible for planning, developing, and providing Joint
Command, Control, Communications, and Computer (C4) systems that deliver worldwide, secure, interoperable capabilities for the nation’s
executive leadership and the Warfighter under all conditions of peace and war. Additionally, DISA operates under the direction, authority, and
control of the Assistant Secretary of Defense for Networks and Information Integration (ASD(NII)). DISA provides products and leads activities that
enable jointness.

On June 18, 2004 the Secretary of Defense (SECDEF) assigned the Director, DISA as the Deputy Commander for Global Network Operations and
Defense, United States Strategic Command (USSTRATCOM) Joint Force Headquarters — Information Operations, with authorities and
responsibilities for Global Network Operations and Defense. In the role of USSTRATCOM Deputy Commander, the Director, DISA was also
assigned as the Commander, Joint Task Force—Global Network Operations. DISA, along with other Defense components, is aligning its global
network operations and network defense capabilities to provide USSTRATCOM visibility and insight into network status. DISA has restructured to
respond to USSTRATCOM’s orders and direction in these areas, and is now a force provider to the Joint Task Force—Global Network Operations.

DISA’s principal customers include the President and Vice President, the SECDEF and other Department of Defense (DoD) executives, the Military
Services, the Joint Staff, Combatant Commanders, and Joint Task Forces (JTFs), deployed forces below the JTF, Defense Agencies, and the
Intelligence Community. DISA provides global C4 capabilities supporting and connecting diverse customers under all conditions of stress. The joint
and enterprise-wide systems and infrastructure provided enable DoD interoperability, security, and economies. By presenting a one -to-many
interface with coalition partners and other federal, state, and local agencies, these systems also help simplify the complex interoperability issues
associated with coalition warfare and homeland security. DISA facilitates inter-Service/Agency agreements on modernization approaches and
configuration management. This role is important to achieving jointness and coordinated investments. Reduction of arbitrary and inefficient
complexity within the DoD enterprise is a key strategy to providing end -to-end C4 capabilities.
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DEFENSE INFORMATION SYSTEMS AGENCY

FISCAL YEAR (FY) 2008/2009 BUDGET ESTIMATES
EXHIBIT P-1 PROCUREMENT

Procurement, Defense-Wide

Major Equipment, DISA

Item
Nomenclature

INTERDICTION SUPPORT *

INFORMATION SYSTEMS SECURITY PROGRAM
DEFENSE MESSAGE SYSTEM

GLOBAL CMD & CONTROL SYS-J

GLOBAL COMBAT SUPPORT SYS

TELEPORT

ITEMS LESS THAN $5 MILLION

NET-CENTRIC ENTERPRISE SERVICES
DEFENSE INFORMATION SYSTEMS NETWORK
PUBLIC KEY INFRASTRUCTURE

TOTAL DISA

*Funds supporting Interdiction Support are provided during the execution year
** FY 2006 includes $7.400M of GWOT Supplemental funds.

Ident
Code

N/A

N/A

N/A

N/A

N/A

N/A

N/A

N/A

N/A

N/A

FY 2006
Cost

1.619

21.915

8.813

5.403

2.650

99.686

31.906

0.000

29.340

0.000

201.332 **

Date:
($ in Millions)

FY 2007
Cost

0.000
34.607
6.222
5.562
2.641
50.078
42.216
24.852
29.750
1.920

197.848

Feb-07

FY 2008
Cost

0.000

45.564

0.000

10.779

2.596

39.082

127.177

10.836

48.946

1.909

286.889

Exhibit P-1, Procurement Program
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DEFENSE INFORMATION SYSTEMS AGENCY (DISA)
FISCAL YEAR (FY) 2008/2009 BUDGET ESTIMATES
PROCUREMENT, DEFENSE-WIDE

P-1LINEITEM

10 INTERDICTION SUPPORT *

11 INFORMATION SYSTEMS SECURITY PROGRAM
12 DEFENSE MESSAGE SYSTEM

13 GLOBAL CMD & CONTROL SYS -J

14 GLOBAL COMBAT SPT SYS

15 TELEPORT

16 ITEMS LESS THAN $5 MILLION
17 NET-CENTRIC ENTERPRISE SERVICES

18 DEFENSE INFORMATION SYSTEMS NETWORK

19 PUBLIC KEY INFRASTRUCTURE

TOTAL DISA**

*Funds supporting Interdiction Support are provided during the execution year

** FY 2006 includes $7.400M of GWOT Supplemental funds.

February 2007

FY 2006
1.619
21.915
8.813
5.403
2.650
99.686

31.906

29.340

201.332

FY 2007

0.000
34.607
6.222
5.562

2.641

50.078

42.216

24.852

29.750

1.920

197.848

($ in Millions)
FY 2008 FY 2009
0.000 0.000
45.564 59.871
0.000 0.000
10.779 11.060
2.596 2.810
39.082 15.182
127.177 97.086
10.836 20.657
48.946 46.055
1.909 1.909
286.889  254.630

FY 2010

0.000
50.661
0.000
9.624

2.999

16.195

64.137

0.000

49.565

1.910

195.091

FY 2011

0.000
40.968
0.000
5.502

3.064

16.554

83.396

0.000

49.017

1.911

200.412

FY 2012

0.000
40.676
0.000
5.694

3.171

17.091

70.507

0.000

49.865

1.930

188.934

Exhibit P-1, Procurement Program

FY 2013

0.000
36.976
0.000
5.694

3.171

17.091

60.807

0.000

49.865

1.930

175.534
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Exhibit P-40, Budget Item Justification

DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number
Procurement, Defense-Wide 0300D/01/05/10

P-1 Line Item Nomenclature
Interdiction Support

Program Element for Code B Items:

Other Related Program Elements 0201182K/0208889K

ID Code Prior Years FY 2006 FY 2007 FY 2008 FY 2009 FY 2010 FY 2011 FY 2012 FY2013 To Complete Total
Quantity 1.619 0 0 0 0 0 0 0 1.619
Total Proc 1.619 0 0 0 0 0 0 0 1.619
Cost

Description: This is a transfer fund and is only appropriated to DISA in the year of execution. The Fiscal Year (FY) 1989 National Defense Authorization Act tasked the

Secretary of Defense to integrate the Command, Control, Communications, and Intelligence (C3l) assets supporting drug interdiction into an effective network. The Interdiction
Support Branch builds secure systems that use cost effective technology, enhance information sharing through collaboration tools, and enables web-based rapid access to multiple
data sources. Anti-Drug network (ADNET) is a community of interest providing command, control, communications, computers, and intelligence (C41) capabilities that support

data and intelligence sharing among federal, state, local, and foreign mission partners activities in support of the counter-narcoterrrorism (CNT) mission.

FY 2006: In accordance with the National Interdiction Command and Control Plan (Sept 2005), the General Counterdrug Intelligence Plan (February 2000 and revalidated in
2002), and the 2007 National Drug Control Strategy, the Anti-Drug Network (ADNET) is the primary secure link among Defense, intelligence, and law enforcement Counter-
Drug (CD) agencies for sharing (C4l) information. Procurement funds are for hardware and software on the Anti-Drug Network Classified and the Anti-Drug Network Sensitive
but Unclassified (ADNET SBU).

P-1 Line Item No 10

Page 1 of 3

Exhibit P-40, Budget Item Justification
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Exhibit P-5 Cost Analysis

Network

Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number

Procurement, Defense-Wide 0300D/01/05/10

ID Code

P-1 Line Item Nomenclature

Interdiction Support

PYs PYs FY 2006 FY 2006] FY 2007 FY 2007 FY 2008 FY 2008
Total Unit Unit] Total Unit] Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost
Hardware and Software (SIPRNET and 0.624 0.624
ADNETU) 0.000 0.000 0.000 0.000
Hardware and Software (Throttle Car - 0.995 0995  0.000 0.000 0.000 0.000
Classified Program)
Hardware and Software (CISAnet) 0.000 0.000 0.000 0.000 0.000 0.000
Total 1.619 1.619 0.000 - 0.000 -

P-1 Line Item No 10

(Page 2 of 3)

Exhibit P-5, Cost Analysis
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Exhibit P-5a, Procurement History and Planning Network Date: February 2007
Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Exhibit P-5a, Procurement History and Planning

Procurement, Defense-Wide 0300D/01/05/10 Interdiction Support

Contract
Location RFP Method and Contractor Date of Tech Data Date
Unit of Issue and and Award First Available Revisions

WBS COST ELEMENTS Qty Cost PCO Date Type Location Date Delivery Now? Available
FY 2006

Hardware and Software (SIPRNET and 0.624|GSA/FEDSIM  [N/A Task Order BAH/Falls Church, Aug-06 On going N/A N/A
ADNETU ) VA

Hardware and Software (Throttle Car) 0.995|DISA N/A Competetive |General Aug-06 N/A N/A N/A
Total: 1.619

P-1-Line Item No 10

(Page 3 of 3)

Exhibit P-5a, Procurement History and Planning
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (ISSP)
Program Element for Code B Items: Other Related Program Elements 0303140K

ID Code | Prior Years | FY 2006 FY 2007 FY 2008 FY 2009 FY 2010 FY 2011 | FY 2012 FY2013 To Complete Total
Quantity
Total Proc 21.915 34.607 45.564 59.871 50.661 40.968 40.676 36.976 Cont. Cont.
Cost

Description: The DISA Information Systems Security Program (ISSP) has refocused its efforts by taking a net-centric approach to addressing the DoD’s security demands on an
enterprise wide scale. Moving toward a Common Services and shared information model will require our networks to be more transparent and allow users to have seamless
access to everything they need to focus on their mission rather than IT administration. This approach will also require some major adjustments to how 1A will be integrated into
this new architecture as we focus on designing and deploying proactive protections, deploying attack detection, and on performing Information Assurance (1A) operations to
ensure that adequate security is provided for information that is collected, processed, transmitted, and disseminated on the Global Information Grid (GIG).

DISA PROTECTS INFORMATION by safeguarding data as it is being created, used, modified, stored, moved, and destroyed on the communication networks, within the
enclave, at the enclave boundary, at the client, and within the computing environment to ensure that all information has a level of trust commensurate with mission needs.

During FY06 DISA provided for more assured authentication through implementing the Robust Certificate Validation Service (RCVS) on the Public Key Infrastructure
(PK1) and supported the implementation of Smartcard Logon DoD-wide in the 4™ quarter. In addition, servers, appliances, switches, and associated software were
procured to support the re-issuing of Public Key certificates for personnel and equipment, maintenance of the Public Key subscriber registry, and Global Directory
Service (GDS) enclave backup. FY07 marked the transition of PKI to management under its own PE (0303135K).

During FY06 and continuing into FYQ07 systems were purchased for evaluation and to support the development of the Joint Enterprise Directory Service (JEDS), a full
service joint directory of people, organizations, roles and other GIG identities.

Beginning in FY08 hardware and software will be procured to support the expansion of Cross Domain Solutions (CDS) Enterprise Services for Extensible Markup
Language (XML) with the intent of providing enterprise wide capabilities to make the GIG networks interoperable and compatible.

DEFENDING SYSTEMS AND NETWORKS to ensure that no access is uncontrolled, and all systems and networks are capable of self-defense, technologies are being “built in”
to the infrastructure that recognize, react to, and respond to threats, vulnerabilities, and deficiencies. To develop and enforce Computer Network Defense (CND) policies across
the enterprise for the purpose of achieving an optimal readiness posture against the outsider “nation state” attacker as well as the threat posed by the insider, DISA requires
sophisticated hardware and software systems to provide technical assistance, vulnerability analysis, and adjudication guidance for network administrators and security officials
who work to ensure that all information systems that traverse a DoD enclave boundary are secure.

During FY06 DISA replaced 67 aging Encryptors on the DISN and expects to replace an additional 215 in FY07 and 226 in FY08 with improved systems to ensure that
capabilities to transform Security Management Infrastructure (SMI) to satisfy the agility demands of the end-state GIG are addressed.

During FY 2006 the Demilitarized Zone (DMZ) project deployed the Bluecoat Reporter tool to provide alerts of Blacklisted traffic requests and Cyberguard Web

P-1 Line Item 11
Page 1 of 6 Exhibit P-40, Budget Item Justification
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature
Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (ISSP)

Program Element for Code B Items: Other Related Program Elements 0303140K

Washer to scan REL partner web traffic for occurrences of unauthorized web content from non-Blacklisted websites. In FY08 the subnets will be substantially expanded
to include the entire DoD enterprise.

Procurement of equipment for the Secure Configuration Compliance Validation Initiative (SCCVI) and Secure Compliance Remediation Initiative (SCRI) required to
complete the deployment of the initiatives which automatically identify and correct vulnerabilities was completed during FY06.

During FY07 and FY08 IA tools for over 1500 sites enterprise-wide will be obtained to support the Insider Threat Detection project enabling the identification of
threats to the infrastructure caused by an insider.

Beginning in FYO07 and completing in FY08 acquire the Insider Threat Focused Observation Tool that installs agent-based tools on targeted host machines based on data
acquired from initial insider threat sensors in order to determine if anomalous user activities are unauthorized.

In FY06 procured standard vulnerability management detection tools for the Vulnerability Management System to protect and passively observe any type of attack
against the NIPRNet core infrastructure.

During FY06 Theater Network Control (TNC) security architecture was procured in support of the DISN Data Security project to control data transferred over the
DISN and in FYQ7 the introduction of a network mapping capability will improve situational awareness.

During FY07 equipment supporting the initial operation of the centralized DoD registry in support of the DoD Ports, Protocols, and Services Management Process will
be procured.

Beginning in FY08 systems for the SIPRNet Access Control project will be purchased to support the development of automated network access controls.

Risk Assessment Tools for enterprise-wide mapping of threats and vulnerabilities to risks to provide customers with a better understanding of how susceptible their
environments are to attack will be purchased beginning in FY08.

In FY08 a robust set of enterprise-wide intrusion prevention and content filtering tools supporting the NIPRNet Internet Gateway Security project will be purchased to
enhance existing capabilities at the boundary between the NIPRNet and Internet.

PROVIDING INTEGRATED IA SITUATIONAL AWARENESS/IA COMMAND AND CONTROL (C2) involves providing decision makers and network operators at all
command levels the tools for conducting IA/CND operations for Net-Centric Warfare (NCW).

Purchased systems in FY06 to sustain the operation of the CENTAUR project enterprise-wide tools for collecting, storing, retrieving and analyzing header flow data and
metadata from the border routers on the NIPRNet and the backbone routers on the NIPRNet and SIPRNet.

P-1 Line Item 11
Page 2 of 6 Exhibit P-40, Budget Item Justification
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature
Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (ISSP)

Program Element for Code B Items: Other Related Program Elements 0303140K

Deployed Spiral 1 of the User Defined Operational Picture (UDOP) in FY06 to enable an enterprise view of situational awareness. Purchase additional systems during
FY07 & FY08 to begin introduction of Spiral 2 and enable more sites.

Completed initial procurement in FY06 of the Host Based Security System (HBSS) which protects host or network nodes. Beginning in FY08 procure additional
systems to extend the capability enterprise-wide.

Beginning in FY08 procure Forensic Analysis Tools to rapidly assess the damage to attacked operational systems, restore capabilities without losing attribution
evidence, and provide enterprise-wide trace back and forensics in support of the GIG’s CND strategy and to provide the warfighter a complete and current UDOP.

During FYO07 begin procurement of the Honeygrid tool for capturing and analyzing hacker exploit data to categorize new threats and support the employment of
network protection countermeasures.

In FYQ7 DISA will implement the Alaska Infrastructure Project (AKIP) supporting the transport network transformation from an Asynchronous Transfer Mode (ATM) based
network to an Internet Protocol based net-centricity service. This initiative is part of the technology transformation in the delivery of services and is required as part of ASD/NII's
architecture for the future. Part of this effort includes providing the warfighter DISN services such as voice, video, and data that are reliable, survivable, and diverse. This
investment will be used to provide protected and diverse terrestrial connectivity between Eielson and Elmendorf eliminating a single point of failure. This will enhance
survivability at Ft Wainwright by installing DISN service capabilities at an alternate location on the installation and connecting via base fiber. Additionally this funding will be
used to extend, enhance and improve DISN service capabilities at EImendorf and Ft Richardson. This effort will also improve intra-Alaska connectivity and infrastructure
specifically to improve DISN services (SIPRNET, NIPRNET, DSN, Red Switch, DVS).

Performance Metrics:

Fielded/procured 67 Encryptors in FY06

Field/procure 215 Encryptors in FY07 and 226 Encryptors in FY08.

Procured/fielded 4 CONUS and 2 OCONUS RCVS nodes and 12 Certificate Authority (CA) sites in FY06.

Beginning in FY08 significantly reduce the chances of a successful attack on the NIPRNet and SIPRNet.

Beginning in FY08 ensure substantially more effort is needed to mount a successful attack on the NIPRNet and SIPRNet.
Beginning in FY08 significantly increase the chance of detecting attacks on the NIPRNet and SIPRNet.

Beginning in FY 08 substantially reduce the response time to an attack on the NIPRNet and SIPRNet.

P-1 Line Item 11
Page 3 of 6 Exhibit P-40, Budget Item Justification
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Exhibit P-5 Cost Analysis

Weapon System

Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number ID Code P-1 Line Item Nomenclature
Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (ISSP)
PYs PYs FY 2006 FY 2006 FY 2007 FY 2007 FY 2008 FY 2008
Total Unit Unit Total Unit Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost
Quantity
Public Key Infrastructure (PKI) 1.877 1.877 - - - -
Global Directory Service (GDS) 0.628 0.628 0.282 0.282 - -
Joint Enterprise Directory Service (JEDS) 0.466 0.466 0.162 0.162 1.808 1.808
DISN Encryptors 0.010 1.505 0.010 2.155 0.010 2.260
CENTAUR Improvements 0.823 0.823 - - - -
DoD Intranet Demilitarized Zone (DMZ) 0.472 0.472 - - 1.311 6.554
NIPRNET/Internet Gateway - - - - 0.154 5.400
Cross Domain Solutions (CDS) Enterprise Services - - - - 3.200 3.200
Ports and Protocol - - 0.913 0.913 - -
Vulnerability Management System Tech Refresh 1.519 1.519 - - - -
Secure Configuration Compliance Validation Initiative 2.749 2.749 - - - -
Secure Compliance Remediation Initiative 2.315 2.315 - - - -
Honeygrid - - 0.635 0.635 - -
CND User Defined Operation Picture Implementation 2.100 2.100 0.649 0.649 1.559 1.559
Vulnerability Data Repository 0.447 0.447 - - - -
Insider Threat Detection - - - - 4.003 4.003
Insider Threat Focused Observation Tool - - 4.000 4.000 3.000 3.000
Risk Assessment Tools - - - - 0.793 0.793
Host Based Secuity System (HBSS) 0.020 5.283 - - 0.018 6.408
DoD Enterprise Forensic Analysis Tools - - 1.162 1.162 0.579 0.579
DISN Data Network Security 1.731 1.731 1.336 1.336 - -
SIPRNET Network Access Control - - - - 0.030 10.000
Alaska GIG - - 16.000 16.000 - -
Anti-Virus - - 7.313 7.313 - -
Total 21.915 34.607 45.564

(Page 4 of 6)

P-1 Line Item No 11

Exhibit P-5, Cost Analysis
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Exhibit P-5a, Procurement History and Planning Weapon System Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature
Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (1SSP)
Contract
Location RFP | Method and Contractor Date of |Tech Data |Date
Unit of Issue and and Award First Auvailable Revisions
WBS COST ELEMENTS Qty |Cost PCO Date Type Location Date Delivery [Now? Available
FY 2006
Public Key Infrastructure (PKI) 1 1.877 DISA Nov-05 C/IFP Dell (Federal Systems) Nov-06 Mar-07 YES
Global Directory Service (GDS) 1 0.628 DISA May-06 C/FP FORCE 3, INC Jun-06 Sep-06 YES
Joint Enterprise Directory Service (JEDS) 1 0.466 DISA Aug-06 C/FP BAE Sep-06 Dec-06 NO
DISN Encryptors 150 0.010| Various Apr-06 C/FP Mykotronix May-06 Aug-06 YES
CENTAUR Improvements 1 0.823 DISA Feb-06 C/FP SPAWARSYSCEN Mar-06 Jun-06 YES
DoD Intranet Demilitarized Zone (DMZ) 1 0.472 DISA Apr-06 C/FP Technica May-06 Jul-06 YES
Secure Configuration Compliance Validation Initiative 1 2.749 DISA N/A C/FP BAE May-06 May-06 YES
Secure Compliance Remediation Initiative 1 2.315 DISA N/A C/FP BAE May-06 May-06 YES
Computer Network Defense (CND) User Defined Operational
Picture 1 2.100 DISA Dec-06 C/FP Veridian Information Solutions Dec-06 Mar-07 NO
Vulnerability Management System Tech Refresh 1 1.519 DISA N/A C/FP EDS Sep-06 Oct-06 YES
Vulnerability Data Repository 1 0.447 DISA N/A C/FP N/A Sep-06 Oct-06 NO
DISN Data Network Security 1 1.731 DISA Dec-06 C/FP Verizon Jan-07 Mar-07 NO
Host Based Security System (HBSS) 264 0.020 DISA Mar-06 C/FP BAE Apr-06 Jun-06 YES
FY 2007
Global Directory Service (GDS) 1 0.282 DISA Apr-07 C/FP TBD Jun-07 Sep-07 NO
Joint Enterprise Directory Service (JEDS) 1 0.162 DISA Apr-07 C/FP TBD Jun-07 Sep-07 NO
DISN Encryptors 215 0.010| Various Dec-06 C/FP (multiple vendors) Feb-07 May-07 NO
User Defined Operational Picture 1 0.649 DISA Feb-07 C/FP TBD Apr-07 Jun-07 NO
Insider Threat Focused Observation Tool 1 4.000 DISA Feb-07 C/FP TBD Apr-07 Jun-07 NO
Honeygrid 1 0.635 DISA Apr-06 C/FP TBD Jul-07 Sep-07 NO
Alaska GIG 1 16.000 DISA Jan-07 C/FP (multiple vendors) TBD TBD NO
Ports and Protocols 1 0.913 DISA Feb-07 C/FP (multiple vendors) Apr-07 Jun-07 NO
DISN Data Network Security 1 1.336 DISA Dec-06 C/FP Verizon Jan-07 Mar-07 NO
Anti-Virus 1 7.313 DISA Mar-07 C/FP TBD Jul-07 Sep-07 NO
DOD Enterprise Forensic Analysis Tools 1 1.162| Various Feb-07 C/FP TBD May-07 Aug-07, NO
P-1 Line Item No 11 Exhibit P-5a, Procurement History and Planning
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Exhibit P-5a, Procurement History and Planning Weapon System Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature
Procurement, Defense-Wide 0300D/01/05/11 Information Systems Security Program (ISSP)
Contract
Location RFP Method Contractor Date of [Tech Data [Date

Unit of Issue and and Award First Available Revisions
WBS COST ELEMENTS Qty [Cost PCO Date Type Location Date Delivery |Now? Auvailable
FY 2008
Cross Domain Solutions Enterprise Services 1 3.200f DISA Oct-07 C/FP TBD Dec-07 Mar-08 NO
Joint Enterprise Directory Service (JEDS) 1 1.808 DISA Apr-08 C/FP TBD Jun-08 Sep-08 NO
DISN Encryptors 226 0.010| Various N/A C/FP TBD( multiple vendors) Feb-08 May-08 NO
Risk Assessment Tools 1 0.793 DISA N/A C/FP TBD Mar-08 Jun-08 NO
DoD Intranet Demilitarized Zone (DMZ) 5 1.311 DISA N/A C/FP TBD Feb-08 May-08 NO
Insider Threat Detection 1 4.003 DISA N/A C/FP TBD Aug-08 Nov-08 NO
Insider Threat Focused Observation Tool 1 3.000 DISA N/A C/FP TBD Aug-08 Nov-08 NO
User Defined Operational Picture 1 1.559 DISA Jan-08 C/FP TBD Mar-08 Jun-08 NO
DOD Enterprise Forensic Analysis Tools 1 0.579 DISA Feb-08 C/FP TBD May-08 Aug-08 NO
SIPRNet Network Access Control 333 0.030 DISA N/A C/FP TBD May-08 Aug-08 NO
NIPRNet Internet Gateway Security 35 0.154 DISA N/A C/FP TBD Feb-08 May-08 NO
Host Based Security System 356 0.018 DISA N/A C/FP TBD Feb-08 May-08 NO

P-1 Line Item No 11
(Page 6 of 6)
Exhibit P-5a, Procurement History and Planning
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/12 Defense Message System (DMS)
Program Number (PNO) M15
Program Element for Code B Items: Other Related Program Elements 0303129K
ID Code | Prior Years | FY 2006 | FY 2007 | FY 2008 | FY 2009 | FY 2010 | FY 2011 | FY 2012 FY 2013 To Complete Total
Quantity
Total Proc Cost 8.813 6.222 0.000 0.000 0.000 0.000 0.000 0.000 Cont. Cont.
Description:

The Defense Message System (DMS) provides secure and accountable messaging services and meet the full range of organizational and individual messaging needs throughout the
Department of Defense (DoD). The Office of Assistant Secretary of Defense for Networks and Information Integration (OASD/NII) directed development of DMS and mandated
DoD’s transition from legacy systems to DMS. DMS fulfills Joint Staff validated and prioritized operational requirements for an integrated writer-reader capable, organizational
messaging system that is accessible worldwide (to include tactically deployed military personnel) and interfaces to Allies. DMS utilizes Commercial-off-the-Shelf (COTS) and
modified COTS components to provide multi-media messaging and directory capabilities that complement and leverage the Global Information Grid (GIG). DMS capability
exceeds that of pure COTS applications with reliable handling of information at all classification levels, compartments, and handling instructions, thus meeting DoD’s unique
messaging requirements and maintaining interoperability with our Allies. DMS products incorporate state-of-the-art information technologies, including the internationally
developed Allied Communications Protocol (ACP) 120 implementation of the Common Security Protocol (CSP), which provides automated access controls for compartments, code
words, and caveats. Public Key Infrastructure (PKI) certificates are used for authentication and access control.

DMS utilizes DoD Class 4 PKI products developed by the National Security Agency (NSA) to provide message signature and encryption via approved algorithms and protocols
(FORTEZZA). This is referred to as DMS “high grade” service and supports the level of protection required for unclassified and classified military organizational messaging. A
key tenet of the DMS acquisition strategy was to leverage commercial products to the maximum extent possible. That strategy necessitates continued incorporation of commercial
product updates (operating systems and applications) throughout the life cycle to avoid obsolescence and to ensure adequate life cycle support.

DMS received its Milestone I11 approval from ASD/C3I in July 2002 and was placed into its sustainment phase (by ASD/NII) in May 2005. During the sustainment phase,
system/product modifications and associated integration and test are focused on commercial evolution, security improvements to meet changing security threats, and minor product
usability improvements.

ASD/NII designated DMS as a sustainment effort on 16 May 2005, resulting in the termination of investment funding starting in FY08.
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/12 Defense Message System (DMS)
Program Number (PNO) M15
Program Element for Code B Items: Other Related Program Elements 0303129K

FY 2006: In FY 2006, DMS procurement continued to fund modifications to DMS applications required to preclude technological obsolescence, to meet requirements of
messaging in tactical environments, to improve system performance, to increase system management capabilities, and to provide an initial IPv6 capability. To the extent funded,
each release will contain appropriate commercial refresh (e.g. operating systems or applications software), refresh of Government developed security products, and usability
improvements resulting from lessons learned. During FY2006 the procurement funds continued to support interoperability with the Allied community via efforts to fully
implement the ACP 145 Allied Gateway.

FY 2007: In FY 2007, DMS procurement will continue to fund these same areas, including modifications to DMS applications required to preclude technological obsolescence, to
meet requirements of messaging in tactical environments, to improve system performance, and to increase system management capabilities. Increased efforts will be performed in
support of the OSD mandated transition to IPv6. To the extent funded, each release will continue to contain appropriate commercial refresh (e.g. operating systems or applications
software), refresh of Government developed security products, and usability improvements resulting from lessons learned. During FY 2007 the procurement funds will continue
to support interoperability with the Allied community via efforts to continue to evolve the ACP 145 Allied Gateway based upon new operational experience and potentially new
Allied nations.

Performance Metrics: Key Performance Parameters (KPPs) were established to ensure DMS system performance meets or exceeds critical operational requirements contained in
the validated Joint Staff requirements document. For each KPP, an objective and threshold value has been established, and measures are monitored each month. The objective and
threshold values are set so as to define a desired range of system performance. There are 24 Key Performance Parameters for DMS, as defined in the DMS Acquisition Program
Baseline. A subset of these KPPs is described below. As can be seen from recent metric values, overall system performance is good. The monthly metric results will facilitate
identification of problem areas if any occur, in order that corrective action can be taken.

KPP Name Objective Actual Status
Result

Backbone System Availability > 99% availability of regional node components 99.67% Green

Local Site Availability > 99% availability of commissioned sites 99.4% Green

Directory Search, Level 5-8 <5 sec for DMS user over network LAN 0.82 sec Green

Directory Browse, Level 5-8 <20 Sec for DMS user over network LAN 9.74 sec Green

Backbone Speed of Service Normal - < 20 min for speed of service via MTS 1.53 min Green
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Exhibit P-40, Budget Item Justification

DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number
Procurement, Defense-Wide 0300D/01/05/12

P-1 Line Item Nomenclature
Defense Message System (DMS)
Program Number (PNO) M15

Program Element for Code B Items:

Other Related Program Elements 0303129K

Directory Accuracy (Data Errors)

< 2% detected via scan

1.3% Green
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Exhibit P-5 Cost Analysis

Weapon System

|Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number ID Code P-1 Line Item Nomenclature
Defense Message System (DMS)

Procurement, Defense-Wide 0300D/01/05/12 Program Number (PNO) M15

PYs PYs FY 2006 FY 2006 FY 2007 FY 2007 FY 2008 FY 2009 FY 2009

Total Unit Unit Total Unit Total Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost Cost
Maintenance Releases 6.556 6.556 3.065 3.065 0.000 0.000 0.000
Other DMS Products 1.405 1.405 2.388 2.388 0.000 0.000 0.000
Award Fee E E - - - - -
Infrastructure Implementatior - - 0.353 0.353 0.000 0.000 0.000
ACP 145 Allied Gateway 0.852 0.852 0.416 0.416 0.000 0.000 0.000
Total 8.813 6.222 0.000 0.000
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Exhibit P-5a, Procurement History and Planning

Weapon System

Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number

Procurement, Defense-Wide 0300D/01/05/12

P-1 Line Item Nomenclature
Defense Message System (DMS)
Program Number (PNO) M15

Contract
Location RFP Method Contractor Date of |Tech Data |Date

Unit of Issue and and Award First |Available [Revisions
WBS COST ELEMENTS Qty Cost PCO Date Type Location Date Delivery |Now? Available
FY 2006
Maintenance Releases 1| 6.556|USAF Oct-05 |FFP LMC Apr-06 Dec-06 Yes Aug-06
Automated Message Handling Sys 1|  1.405|DISA Jan-06 [FP TELOS, VA Feb-06 Mar-06 Yes Feb-06
ACP 145 Gateway - Accreditation 1|  0.600|DISA Oct-05 |FP DSA, VA Mar-06 May-06 Yes May-06
ACP 145 Gateway - COOP Imple & Maint 1| 0.252|DISA Dec-05 |C/TBD TBD TBD TBD No TBD
FY 2007
Maintenance Releases 1| 3.065|USAF Oct-06 |FFP LMC Apr-07 Jul-07 No TBD
Automated Message Handling Sys 1] 2.007|DISA Mar-07 [C/FP TBD Feb-07 Mar-07 No TBD

Northro

Decision Agent Sustainment 1] 0.381 Grumm:n Mar-07 [FP DISA Jun-07 Jul-07 No TBD
ACP145 Integration Support 1| 0.416|DISA Oct-06 |FFP TBD Jan-07 May-07 No TBD
Infrastructure Implementation 1] 0.353|DISA Mar-07 [FP TBD May-07 Jul-07 No TBD
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/13 Global Command and Control System-Joint (GCCS-J)
Program Number (PNO) M01

Program Element for Code B Items: Other Related Program Elements 0303150K

ID Code Prior FY 2006 FY 2007 FY 2008 FY 2009 FY 2010 FY 2011 FY 2012 FY 2013 To Total

Years Complete

Quantity
Total Proc 5.403 5.562 10.779 11.060 9.624 5.502 5.694 5.694 Cont. Cont.
Cost

Description: The GCCS-J is the Department of Defense (DoD) Joint Command and Control (C2) system of record and is essential to achievement of DoD Transformation
objectives focusing on new Information Technology (IT) concepts, injecting new technologies, incrementally fielding relevant products and identifying technological
breakthroughs. GCCS-J implements Joint Chiefs of Staff validated and prioritized joint C2 requirements. The GCCS-J suite of mission applications/systems provides critical joint
warfighting C2 capabilities by presenting an integrated, near real-time picture of the battle space for planning and execution of joint military and multinational operations. The
applications and services provided by GCCS-J form the core of all C2 capabilities. GCCS-J is used by all nine combatant commands at sites around the world, supporting joint and
coalition operations.

With the PB08 Budget Submission, the separate P-40 exhibit for Collaborative Force Analysis, Sustainment, and Transportation System (CFAST) has been incorporated as part of
the GCCS-J PE0303150K exhibit. This gives the appearance of an increase in FY08-10. The CFAST is a suite of software tools that provides Adaptive Planning (AP) capabilities
to include: campaign planning, forecast predictions, information management and rapid execution. As an operational prototype, CFAST will continue to evolve as required to
support the Joint Planning and Execution Community (JPEC) and is aimed to reduce the deliberate planning timeline from two years to six months. CFAST facilitates the dynamic
preparation of campaign plans for rapid expeditionary environments to meet DoD planning doctrine requirements of ongoing operations such as the Global War on Terrorism
(GWOT) and future contingencies. The U.S. Pacific Command (USPACOM), U.S. European Command (USEUCOM), Joint Staff and other Combatant Commands currently
utilize CFAST. OSD and Joint Staff use CFAST to model how DoD will respond to current and future conflicts using a variety of current and future forces for all Services as part
of their Operational Analysis missions.

CFAST currently provides hardware and software for three Nodes (Secret, Development, and Training).

- Secret Node: The CFAST Secret Node currently operates on hardware between 3 — 5 years old. The Secret Node also contains a back-up suite of hardware/software as a
failover mechanism to ensure continuous CFAST availability to support operational planning efforts.

- Development Node: The Development Node is used to support spiral development and testing of new and enhanced functional capabilities and troubleshooting problems
from the field. Development and testing of new and enhanced functional capabilities will require upgrading the Development Node with hardware/software that mirrors the Secret
Node to ensure performance continuity.
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/13 Global Command and Control System-Joint (GCCS-J)
Program Number (PNO) M01
Program Element for Code B Items: Other Related Program Elements 0303150K

- Training Node: The Joint Staff J7 ordered the Services Schools to begin teaching Adaptive Planning tactics, techniques and procedures using the CFAST suite of tools in
FY07. The CFAST PMO stood up an internet based version of CFAST for the use of the schools. The current hardware/software is unable to support the growing volume of users
from the schools.

- CFAST also has the requirement to provide an Unclassified Node and a Top Secret Node to meet Joint Staff prioritized and validated requirements.

EY 2006: Procurement funds were used to acquire or replace (as scheduled) GCCS-J baseline equipment used to support systems test, integration, and configuration management
for system and application level test activities. This hardware is expected to mitigate cost and schedule risks associated with migrating applications as part of the implementation of
net-centric technologies. Procurement funds also provided upgrades to the GCCS-J baseline equipment used by the Joint Operations Support Center (JOSC) to provide Help Desk
support.

FY 2007: GCCS-J Procurement funds are being used for hardware technology refresh (as scheduled) to GCCS-J Strategic Server Enclaves that form significant portions of the
GCCS-J operational system. Procurement funds are being used to acquire or replace (as scheduled) GCCS-J baseline equipment used to support systems test, integration and
configuration management at the Eagle Laboratory Testing Center (ELTC), and system and application level test activities, as GCCS-J migrates to single web-based architecture.
Procurement funds are being used to replace the entire GCCS-T hardware suite and security devices. Procurement funds will also provide upgrades to the GCCS-J baseline
equipment used by JOSC to provide Help Desk support.

FY 2008: GCCS-J Procurement funds will be used for hardware technology refresh (as scheduled) to GCCS-J Strategic Server Enclaves that form significant portions of the
GCCS-J operational system. Procurement funds will be used to acquire or replace (as scheduled) GCCS-J baseline equipment used to support systems test, integration and
configuration management at the ELTC, and system and application level test activities, as GCCS-J migrates to single web-based architecture. Procurement funds will also provide
upgrades to the GCCS-J baseline equipment used by JOSC to provide Help Desk support.

Procurement funding (+$6.0M) associated with CFAST to extend the development of AP capabilities and to synchronize with NECC, CFAST procurement will finance a
technology refresh of the Secret, Development, and Training Nodes. With the technology refresh of the Secret Node, it will migrate to an enterprise facility (e.g., DISA Defense
Enterprise Computing Center), making CFAST an enterprise capability. The current hardware/software for the three existing CFAST nodes is rapidly approaching end of life and/or
does not meet performance requirements. The hardware/software has become difficult to obtain and maintain. In some instances, the hardware/software is often not supported by
the manufacturer due to its age. Failure to make this upgrade will result in dramatic growth in support costs to purchase additional warranty annually, coupled with diminished
system effectiveness. In FY08, CFAST will also finance the purchase of hardware/software for the creation of an Unclassified Node to support homeland security initiatives.
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Exhibit P-40, Budget Item Justification DATE: February 2007

APPROPRIATION (Treasury) Code/CC/BA/BSA/Item Control Number P-1 Line Item Nomenclature

Procurement, Defense-Wide 0300D/01/05/13 Global Command and Control System-Joint (GCCS-J)
Program Number (PNO) M01
Program Element for Code B Items: Other Related Program Elements 0303150K

FY 2009: GCCs-J Procurement funds will be used for hardware technology refresh (as scheduled) to GCCS-J Strategic Server Enclaves that form significant portions of the
GCCS-J operational system. Procurement funds will be used to acquire or replace (as scheduled) GCCS-J baseline equipment used to support systems test, integration and
configuration management at the ELTC, and system and application level test activities, as GCCS-J migrates to single web-based architecture.

GCCS-J Procurement funding was increased by $4.513M to provide new equipment to the DISA Defense Enterprise Computing Centers (DECC) sites in preparation of the
transition from JOSC to the DECC for Help Desk support in order to support net centric operations.

Procurement funding (+$1.5M) associated with CFAST to extend the development of AP capabilities and to synchronize with NECC, CFAST procurement funding will finance the
purchase of hardware/software for the creation of a Top Secret Node to support sensitive warfare planning.

Performance Metrics:
GCCS-J is currently managing the following performance metrics: Capabilities Provided; Cost and Schedule Management; & Software Errors [Global Problem Report (GPR),
Global System Problem Report (GSPR), and Test Problem Report (TPR)] which relate direct to procurement.

Capabilities Provided: System hardware performance testing in concert with system software to ensure the total system meets Joint Staff validated GCCS-J Block V RID, dated
August 2005, as the requirements baseline for Block V. Procurement funds are used to acquire or replace (as scheduled) GCCS-J baseline equipment used to support systems test,
integration, and system and application level test activities.

Cost and Schedule Management: This hardware is expected to mitigate cost and schedule risks associated with migrating applications to the new web architecture essential to
infusing web-based technology and implementing Network Centric Warfare. Procurement funds are used to acquire or replace (as scheduled) GCCS-J baseline equipment used to
support systems test, integration, and configuration management at the JOSC, and system and application level test activities.

Software Errors [Global Problem Report (GPR), Global System Problem Report (GSPR), and Test Problem Report (TPR)]: Procurement funding will allow the GCCS-J
helpdesk to maintain an operationally configured hardware suite with the latest GCCS-J release to assist in replicating and resolving field problems.
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Exhibit P-5 Cost Analysis

Weapon System

| Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number ID Code P-1 Line Item Nomenclature Global Command and Control System - Joint
(GCCs-Y)
Procurement, Defense-Wide 0300D/01/05/13 Program Number (PNO) MO1
FY 2006 FY 2006 FY 2007 FY 2007 FY 2008 FY 2008 FY 2009 FY 2009
Unit Total Unit Total Unit Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost
OTHER COSTS
SUN Hardware and Software 0.408 0.408 - -
Sun Fire 1280 0.061 0.366 - - - -
SUN JBOD-ACCR 0.016 0.240 - - - -
Sun Fire V440 0.009 0.261 - - - -
Sun Fire V890 0.084 0.168 - - - -
Sun StorEdge 3510 - 1.7TB 0.022 0.110 - - - -
SUN E2900 0.047 0.094 - - - -
Dell PowerEdge 2850 0.006 0.090 - - - -
Sun Fire 1280 0.057 0.171
Sun Fire V240 0.005 0.010
Sun Fire V440 0.009 0.018 - - - -
3510 Rack Ready 0.016 0.064 - - - -
AMD Opteron Model 275 0.001 0.064 - - - -
GB Memory kit DDR1-400 0.001 0.064 - - - -
Sun Fire X2100 x64 Server 0.002 0.056 - - - -
SE3510 Storage Array 0.047 0.047 - - - -
Sun Fire V890 Server 0.044 0.044 - - - -
Sun Fire X4100 x64 Server 0.001 0.033 - - - -
BEA SW License Renewal 1.208 1.208 1.792 1.792 2.000 2.000 2.000 2.000
Business Intelligence Tool 0.548 0.548 - - - -
Misc Hardware/Software 1.339 1.339 - - - -
Sun Fire V480 Rack 0.017 0.340 0.017 0.170 0.017 0.170
Sun Fire V890 Disk Backplane 0.018 0.072 - - - -
Sun Fire 280R 0.011 0.055 0.011 0.055 0.011 0.055
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Exhibit P-5 Cost Analysis

Weapon System

| Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number ID Code P-1 Line Item Nomenclature Global Command and Control System - Joint
(GCCs-Y)

Procurement, Defense-Wide 0300D/01/05/13 Program Number (PNO) MO1

FY 2006 FY 2006 FY 2007 FY 2007 FY 2008 FY 2008 FY 2009 FY 2009

Unit Total Unit Total Unit Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost
OTHER COSTS
Sun Fire V1280 0.151 0.755 0.151 0.755 0.151 0.755
Sun V890 0.092 0.368
Sun 3320 Disk Array 0.011 0.044
Sun V240 0.006 0.048
Dell PowerEdge SC1430 0.003 0.012
Dell PowerEdge 2900 0.005 0.020
Dell Dimension 9200c 0.002 0.008
Miscellaneous COTS Hardware 0.025 0.603 0.025 0.500 0.025 0.765
Business Intelligence Too 1.100 1.100 1.100 1.100 1.100 1.100
Misc Software 0.334 0.345 0.199 0.199 0.199 0.199
SUN Fire v890's and subcomponents 0.104] 0.207
SUN Fire v440's and subcomponents 0.021 0.042
SUN Fire v240's and subcomponents 0.012 0.024
Qualstar Automated Tape Libraries 0.044] 0.087
CISCO 3745 Multi-Access Router 0.025 0.025
10k-RPM FC-AL 146GB Hard Drives 0.001 0.024
CFAST-Dell PowerEdge 1950 0.008 0.896 0 0
CFAST-Dell PowerEdge 1850 0.007 0.882 0 0
CFAST-IBM Blade Server 0.125 0.750 0 0
CFAST-San expansion for blade server 0.125 0.375 0 0
CFAST-BiglP Load Balancer 0.075 1.050 0 0
CFAST-Avocent AMX 5010, 64 Port KVM 0.023 0.092 0 0
CFAST-External Connector for Sharepoint 0.060 0.540 0 0
CFAST-Miscellaneous COTS Software 1.415 1.415 0 0
CFAST-Miscellaneous COTS Hardware/Software (Top 1.500 1.500

Secret Node)
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Exhibit P-5 Cost Analysis

[Weapon System

[Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number ID Code P-1 Line Item Nomenclature Global Command and Control System - Joint
Procurement, Defense-Wide 0300D/01/05/13 Program Number (PNO) MO1

FY 2006 FY 2006 FY 2007 FY 2007 FY 2008 FY 2008 FY 2009 FY 2009

Unit Total Unit Total Unit Total Unit Total
WBS COST ELEMENTS Cost Cost Cost Cost Cost Cost Cost Cost
CP/XP License for DMS 0.058 0.058
AMHS API 0.048 0.048
SUN Fire v1280's and subcomponents 0.149 0.149
SUN Fire v890's and subcomponents 0.137 0.273
SUN Fire v440's and subcomponents 0.020 0.081
CISCO Catalyst 2950 24 Port Switch 0.002 0.002
Qualstar Automated Tape Libraries 0.044 0.044
Black Box KVM Drawer/Switch 0.024 0.049
Securify IDS 0.050 0.05
SUN Fire v1280's and subcomponents 0.215 2.584
SUN Fire v890's and subcomponents 0.116 0.464
SUN Fire v440's and subcomponents 0.031 0.188
SUN Fire v240's and subcomponents 0.015 0.03
SUN StorEdge 3510 FC Array 0.056 0.056
Windows Server 0.004 0.004
Windows Client 0.002 0.002
CISCO 3745 Multi-Access Router 0.025 0.025
Total 5.403 5.562 10.779 11.060
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Exhibit P-5a, Procurement History and Planning

[Weapon System

[Date: February 2007

Appropriation (Treasury) Code/CC/BA/BSA/Item Control Number

Procurement, Defense-Wide 0300D/01/05/13

P-1 Line Item Nomenclature
Global Command and Control System -
Program Number (PNO) MO1

Contract
Location | RFP Method Contractor Date of |Tech Data |Date
Unit of Issue and and Award First |Available |Revisions

WBS COST ELEMENTS Qty [ Cost PCO Date Type Location Date | Delivery [Now? Available
FY 2006

SUN Hardware and Software 1| 0.408 |DISA Apr-06|C/F