
FIAR Planning & ARC Tool SAAR Instructions 
 

The user and the indicated personnel within their respective organization must complete the 
following fields on the System Authorization Access Request (SAAR) to gain access to the 
Financial Improvement and Audit Readiness (FIAR) Planning Tool and/or Audit Response 
Center (ARC) Tool. Incomplete information will preclude the SAAR from being processed 
and it will be returned to the user and/or supervisor for updates. However, if a field is not 
indicated below, the user and their respective organization is not responsible for completing it. 

• Date 
o Indicate the date of the request. 

• Part I 
o Blocks 1-7 and 9 

 Complete with information pertaining to the user requiring access. 
o Block 10 

 Enter the date on which the user completed the Annual Information 
Awareness Training. This training must have been completed within a 
year of the SAAR being submitted. 

o Blocks 11-12 
 User should digitally sign the SAAR. However, if the user must physically 

sign, the Common Access Card (CAC)/certificate number should be 
indicated in Block 13. This number can be obtained from the back of the 
user’s CAC and is found above the barcode. 

• Part II 
o Block 13 

 Access Requested for: 
• If requesting FIAR Tool access, select that checkbox. 
• If requesting FIAR ARC Tool access, select that checkbox AND 

type in the name of the Reporting Entity for which access is 
needed. 

 User Role Requested: 
• Select the checkbox for the user role being requested. 

o Block 16a 
 If the user is a contractor, than the contract information should be 

provided here. Specifically, contracting company name, contract number, 
and expiration date should be included in the field. 

o Blocks 17-20b 
 Complete with information pertaining to the supervisor of the user 

including signature approving the request. 
 If requesting ARC Tool access, the approving supervisor needs to be one 

of the Reporting Entity’s Audit POCs. 
o Block 26 

 Complete with information pertaining to the user requiring access. 
o Block 27 

 Indicate level of access required for the tool. Refer to Table 1 below for 
details of the levels of access available. At a minimum, users will require 
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level 3B “DoD Readers Group” to have read-only access to 
documentation hosted on the tool. 

• Part III 
o Blocks 28-32 

 These fields should be completed by the respective organization’s 
Security Officer. Please note that a valid security clearance (i.e. Secret or 
Top Secret) is required in order to obtain access to the tool. 

Once the SAAR has been completed and signed, please provide it to the FIAR Support Team 
at: osd.pentagon.ousd-c.mbx.fiar-support-team@mail.mil 

Table 1. FIAR Tool Access Level 

Level Designation Group Name Permission 

Level 2B Project Manager User will have permission 
to change the look and 
feel of their workspace, 
add and remove users, 
and create or delete 
content. 

Level 3A Tasks Manager User will have permission 
to edit, upload, and delete 
content. 

Level 3B DoD Readers Group User will have read-only 
access to content. 
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