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	APPROPRIATION/BUDGET ACTIVITY

RDT&E, DW / 07
	R-1 ITEM NOMENCLATURE

Defense Information System for Security 0604130V

	COST ($ in Millions)
	FY2005
	FY2006
	FY2007
	FY2008
	FY2009
	FY2010 
	FY2011 

	
	  -   
	16.609
	35.439
	33.094
	13.542
	13.766
	13.995

	A.  Mission Description and Budget Item Justification: Defense Security Service (DSS) is undergoing a transition. The mission is changing and the organizational structure has been modified to support it.  The Department acknowledges that the current stove-piped systems are also an impediment to achieving the transformed DSS revised mission. In response, the Department has initiated the Defense Information Systems for Security (DISS) which is an enterprise architecture activity focused on creating a more holistic environment for the transformed DSS. This initiative provides a secure software solution for all aspects of the Industrial Security, Personnel Security, Counterintelligence and Security Education Training and Awareness Programs. This system will provide improved support to the Insider Threat and Personal Identity programs and receive connectivity support via the NIPRNET, the SIPRNET and Joint Worldwide Intelligence Communications System (JWICS).  The system will also integrate the Joint Personnel Adjudication System (JPAS), Automated Continuing Evaluation System (ACES),  e-Questionnaire for Investigation Processing (e-QIP), and the Industrial Security Facility Database (ISFD) creating a robust and real-time capability for all Department of Defense participants in the Military Departments, DoD Agencies and DoD Industrial base.  The implementation of improved management controls will provide opportunities for customized business process re-engineering and enhancements that will eliminate barriers, duplication, and redundancy within the Department of Defense.
B.  Program Change Summary:
                             FY2005    FY2006    FY2007   

FY2005 President’s Budget       -         -         -        

FY2006 President’s Budget       -      16.850    32.770
FY2007 President’s Budget       -      16.609    35.439 
C. Other Program Funding Summary             FY2005  FY2006  FY2007  FY2008  FY2009  FY2010  FY2011 Total
O&M,DW PE 0305130V Defense Information

                   System for Security          -       -     5.0     5.4     5.8     6.2     6.6    29.0
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	Defense Information System for Security 0604130V

	COST ($ in Millions)
	FY2005
	FY2006
	FY2007
	FY2008
	FY2009
	FY2010 
	FY2011 

	
	  -   
	16.609
	35.439
	33.094
	13.542
	13.766
	13.995

	A. Mission Description and Budget Item Justification: Defense Security Service (DSS) is undergoing a transition. The mission is changing and the organizational structure has been modified to support it.  The Department acknowledges that the current stove-piped systems are also an impediment to achieving the transformed DSS revised mission. In response, the Department has initiated the Defense Information Systems for Security (DISS) which is an enterprise architecture activity focused on creating a more holistic environment for the transformed DSS. This initiative provides a secure software solution for all aspects of the Industrial Security, Personnel Security, Counterintelligence and Security Education Training and Awareness Programs. This system will provide improved support to the Insider Threat and Personal Identity programs and receive connectivity support via the NIPRNET, SIPRNET and Joint Worldwide Intelligence Communications System (JWICS).  The system will also integrate the Joint Personnel Adjudication System (JPAS), Automated Continuing Evaluation System (ACES),   e-Questionnaire for Investigation Processing (e-QIP), and the Industrial Security Facility Database (ISFD) creating a robust and real-time capability for all Department of Defense participants in the Military Departments, DoD Agencies and DoD Industrial base.  The implementation of improved management controls will provide opportunities for customized business process re-engineering and enhancements that will eliminate barriers, duplication, and redundancy within the Department of Defense.  

B. Accomplishments/Planned Program

	
	FY2005
	FY2006
	FY2007

	Accomplishment / Effort / Subtotal Cost
	  -   
	16.6
	35.4

	RDTE Articles Quantity (as applicable)
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	The Defense Information System for Security will be designed around an enterprise architecture approach that provides the flexibility to integrate new as well as legacy applications via state of the art system techniques that support the migration to web services.  This robust information infrastructure will accommodate improved access to designated current and future versions of vital security community information processing applications / utilities, to include but not limited to:

· Joint Personnel Adjudication System (JPAS)

· Automated Continuing Evaluation System (ACES)

· Industrial Security Facilities Database (ISFD)

· Defense Clearance and Investigation Index (DCII)
· Electronic Personnel Security Questionnaire (EPSQ) Viewer

· Files Automation Support System (FASS) Viewer

· National Industrial Security Program Automated Tools
The overall goal of the Defense Information System for Security Web Portal is to provide a one-stop gateway, available on an anywhere-anytime basis via the internet (based on security privileges), to access personnel and industrial security-related applications, information, and processes.  The information infrastructure is not intended to replace any existing applications, but rather, to serve as an enterprise nervous system backbone for consolidation of value-added information and processes.
C. Other Program Funding Summary:           FY2005  FY2006  FY2007  FY2008  FY2009  FY2010  FY2011 Total
O&M,DW PE 0305130V Defense Information

                    System for Security        -       -     5.0      5.4     5.8     6.2     6.6   29.0

D. Acquisition Strategy.
The DISS Acquisition Strategy includes Program Management, Independent Verification & Validation, Enterprise Architecture, System Development, and System Integration task orders.  These task orders will be structured as performance based when appropriate and awarded via an open competition process.
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	E. Major Performers



	Performer
	Title
	Location
	Brief Task Description
	Award Date (Month/Year)

	TBD
	Enterprise Architect
	TBD
	Gathering and analyzing Enterprise Architecture requirements.  Developing Enterprise System Architecture.
	TBD

	TBD
	Application Developers
	TBD
	Automating business processes in support of the DISS
	

	TBD
	Program Management Support
	TBD
	Providing Program Management support for the DSS Office of the Chief Information Officer (CIO).
	TBD

	TBD
	IV&V Support
	TBD
	Providing Independent Validation & Verification for DISS business application development.
	TBD

	TBD
	C&A Support
	TBD
	Providing Certification & Accreditation System Security for DISS business applications. 
	TBD
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